Accessing CSU via CITRIX

1. Open the Internet Explorer and go to https://hrsc.donhr.navy.mil.

2. When the website comes up, you will be required to log in.

3. You will be given a username and password from the sehelpdesk, generally the username is your entire last name and the first initial of your first name.  It WILL NOT be the same password as CSU or DCPDS.
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4. Upon your first entry into Citrix, you will be required to change your password.  You will type the password issued by the sehelpdesk into the “old password” box and will have to input your new password in to each of the “new password” boxes.  It is MANDATORY that passwords have at least 8 characters.  They MUST have AT LEAST 1 uppercase letter, AT LEAST 1 lower case, AT LEAST 1 number (123456789), and AT LEAST 1 special character (*&^%$#@!).
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5. When you are successfully logged into Citrix you will see a screen with the application icon on it.  SINGLE click the CSU icon.
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6. Your application will begin to open.  As it does, you will get a pop-up screen that tells you that you are accessing a DoD computer and that you are subject to monitoring, etc.  Click “OK”
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7. Continue use of CSU as normal.

